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Evincing the FTC’s authority to act

This submission demonstrates that the Commission can and should act to protect people from commercial surveillance. The hazards of commercial surveillance are real.

- Our submission focusses on Real-Time Bidding (RTB). RTB is the dominant system of online advertising, and provides billions of records for the data broker industry. The practices of RTB illustrate how commercial surveillance operate.

- The practices are unfair. The ubiquity of the RTB system, and the frequency of RTB broadcasts, make it prevalent and unavoidable. The massive volume of data broadcast by RTB, and the sensitivity of the data, expose people to significant injury. It also causes serious harms for consumers who want publishers to be sustainable, and offers no countervailing benefit.

- The false “consent” and disclosure pop-ups for RTB are a deception on an industrial scale. People are asked to consent to these practices, but it is impossible for them to be adequately informed, and their rejection will in any case not be honored. This compliance theatre is not only deception, but nuisance spam, too.

- In addition, commercial surveillance poses a serious national security hazard.
Prevalent & unavoidable

The private things we do and watch online, and where we move in the real world, are collected from a vast online system that operates behind the scenes on virtually every website and app. It is called “Real-Time Bidding” (RTB).

- RTB is the dominant technology of online advertising.¹ Almost every time you load a page on a website, or use an app,² an RTB auction determines what ad will appear in front of you.

- Google is the biggest of several major RTB companies.³ Its system is live on 7.2 million websites⁴ and broadcasts data such as what people are viewing or doing on a website or app and their “hyperlocal”⁵ locations 31 billion times every day in the U.S.

- RTB is prevalent and unavoidable: it tracks and broadcasts what every U.S. internet user does twice per minute that they are online.⁶

- Americans are exposed in this manner 107 trillion times a year by the RTB industry.⁷ This is the biggest data breach ever.


The chart shows the billions of RTB broadcasts about people every day in each State. These figures are lower than the reality: we do not have data for Facebook and Amazon.
Daily number of broadcasts of each person’s data

On average, the RTB system broadcasts what a person in the U.S. is reading and watching, and where they are, 747 times a day. For example, a person in Ohio will have their online activity and location exposed 812 times every day. See data about each State below. These figures are lower than the reality: we do not have data for Facebook and Amazon.

<table>
<thead>
<tr>
<th>State</th>
<th>Daily Broadcasts</th>
</tr>
</thead>
<tbody>
<tr>
<td>Colorado</td>
<td>987</td>
</tr>
<tr>
<td>Michigan</td>
<td>913</td>
</tr>
<tr>
<td>Illinois</td>
<td>912</td>
</tr>
<tr>
<td>North Carolina</td>
<td>911</td>
</tr>
<tr>
<td>Washington</td>
<td>893</td>
</tr>
<tr>
<td>Minnesota</td>
<td>892</td>
</tr>
<tr>
<td>Wisconsin</td>
<td>878</td>
</tr>
<tr>
<td>Florida</td>
<td>870</td>
</tr>
<tr>
<td>Nebraska</td>
<td>868</td>
</tr>
<tr>
<td>Georgia</td>
<td>851</td>
</tr>
<tr>
<td>Missouri</td>
<td>844</td>
</tr>
<tr>
<td>Massachusetts</td>
<td>840</td>
</tr>
<tr>
<td>Oregon</td>
<td>826</td>
</tr>
<tr>
<td>Pennsylvania</td>
<td>821</td>
</tr>
<tr>
<td>Iowa</td>
<td>816</td>
</tr>
<tr>
<td>New York</td>
<td>814</td>
</tr>
<tr>
<td>Maryland</td>
<td>814</td>
</tr>
<tr>
<td>Ohio</td>
<td>812</td>
</tr>
<tr>
<td>Nevada</td>
<td>808</td>
</tr>
<tr>
<td>California</td>
<td>804</td>
</tr>
<tr>
<td>Tennessee</td>
<td>799</td>
</tr>
<tr>
<td>Delaware</td>
<td>797</td>
</tr>
<tr>
<td>Virginia</td>
<td>785</td>
</tr>
<tr>
<td>Arizona</td>
<td>782</td>
</tr>
<tr>
<td>New Hampshire</td>
<td>770</td>
</tr>
<tr>
<td>Kansas</td>
<td>763</td>
</tr>
<tr>
<td>Indiana</td>
<td>753</td>
</tr>
<tr>
<td>Maine</td>
<td>750</td>
</tr>
<tr>
<td>Texas</td>
<td>748</td>
</tr>
<tr>
<td>Connecticut</td>
<td>745</td>
</tr>
<tr>
<td>North Dakota</td>
<td>743</td>
</tr>
<tr>
<td>Utah</td>
<td>730</td>
</tr>
<tr>
<td>Montana</td>
<td>698</td>
</tr>
<tr>
<td>Vermont</td>
<td>684</td>
</tr>
<tr>
<td>New Jersey</td>
<td>677</td>
</tr>
<tr>
<td>Wyoming</td>
<td>671</td>
</tr>
<tr>
<td>South Dakota</td>
<td>670</td>
</tr>
<tr>
<td>Idaho</td>
<td>659</td>
</tr>
<tr>
<td>Arkansas</td>
<td>657</td>
</tr>
<tr>
<td>Rhode Island</td>
<td>651</td>
</tr>
<tr>
<td>Hawaii</td>
<td>649</td>
</tr>
<tr>
<td>Oklahoma</td>
<td>629</td>
</tr>
<tr>
<td>West Virginia</td>
<td>625</td>
</tr>
<tr>
<td>South Carolina</td>
<td>625</td>
</tr>
<tr>
<td>Alabama</td>
<td>616</td>
</tr>
<tr>
<td>Kentucky</td>
<td>598</td>
</tr>
<tr>
<td>Louisiana</td>
<td>556</td>
</tr>
<tr>
<td>Alaska</td>
<td>553</td>
</tr>
<tr>
<td>New Mexico</td>
<td>546</td>
</tr>
<tr>
<td>Mississippi</td>
<td>493</td>
</tr>
<tr>
<td>District of Columbia</td>
<td>486</td>
</tr>
</tbody>
</table>

(D.C. day time commuter adjusted population used)
Sensitivity of the data

- RTB data broadcasts can include what a person is reading or watching or listening to at that moment, and where they are physically - sometimes right up to the person’s GPS coordinates (or “hyperlocal coordinates” in Google’s version of RTB).^10

- RTB data broadcasts can also include the category of content a person is viewing and interested in. For example, a person likely to have suffered sexual violence can be assigned the code IAB7-28, which denotes “Incest/abuse support,” or “AIDS/HIV” (code: IAB 7-3), “Bipolar Disorder” (IAB 7-9), “Infertility” (IAB 7-30), etc. There are hundreds such codes for peoples’ intimate health conditions and religious faith.

- The RTB system broadcasts this sensitive data along with ID codes that identify the specific person concerned. This allows “data broker” companies to accumulate RTB data about every American online: what they have read, watched, listened to, and done, and everywhere they have been.


---

Example of a data broker that uses RTB data: Mobilewalla

Mobilewalla claims to have 4 years of data from 1.6 billion people’s devices. RTB is one of its main sources. Its CEO says RTB data can even show frequency of church attendance:

> “the first thing we must do is to store ad requests over time — to identify regular churchgoers, we must figure out which devices have appeared in churches weekly over a period of six months—this needs at least six months of stored ad requests.”

Mobilewalla processes “tens of terabytes of data a day” to collect people’s GPS coordinates, homes, work locations and what they do on their phones. It categorizes people by ethnicity (for example based on their phone use during Ramadan, or “were observed frequently in mosques”), by income, and other intimate characteristics.
Lack of security

- A single RTB auction to show a single person a single ad can broadcast that person’s intimate secrets to “thousands” of companies, according to industry documentation. One such auction can involve many sub-auctions, each run by a separate RTB “ad exchange”. Google says that 4,698 firms may receive data from its Ad Exchange. Microsoft Xandr says 1,647 firms may receive data from its Ad Exchange. There are many others.

- There is no way to restrict the spread of RTB data about everyone’s physical movements and their online activities after broadcast. This is confirmed by industry technical documentation, UK regulatory investigation, and EU-wide enforcement action. There are commercial reasons to share it widely with business partners, or anyone else who will pay. RTB is a massive, systematic data breach.

- Google and other RTB companies share these data with entities all over the world, including companies in Russia and China. There is no way to know what these firms do with the data. Other RTB companies are equally careless with American’s secrets.

---

**How Real-Time Bidding broadcasts a person’s data**

**Step 1.** A person loads a webpage

**Step 2.** Supply Side Platform (SSP) sends personal data (RTB bid request) to one or more Ad Exchanges

**Step 3.** Ad Exchanges broadcast the personal data (RTB bid request) to many Demand Side Platforms (DSPs)

Legend

- Not observable
- Observable

---
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NATIONAL SECURITY RISK

- **Google** and other RTB companies broadcast the intimate behavior of Americans to “thousands”\(^{30}\) of companies around the world, including in China\(^ {31}\) and Russia,\(^ {32}\) even including sanctioned companies,\(^ {33}\) without any control over what then happens to that data.\(^ {34}\)

- This exposes sensitive personnel to risk of compromise by foreign adversaries. For example, IAB code 885 marks a person as being in procurement (“purchase intent”) in the “Aerospace and Defense” sector.\(^ {35}\) IAB, the tracking industry trade body, has other codes to attach “online gambling”, “debt”, and “bankruptcy” to that person’s profile, too.

- In April 2021, lawmakers wrote to major RTB firms noting that RTB “bidstream” data “would be a **goldmine for foreign intelligence services** that could exploit it to inform and supercharge hacking, blackmail, and influence campaigns”.\(^ {36}\)

- Congress is considering directing the Director of National Intelligence to **investigate whether intelligence personnel have been tracked by foreign adversaries** using RTB and other advertising technology data.\(^ {37}\)

- U.S. Special Operations Command purchased RTB data in the form of a product called Locate X.\(^ {38}\) However, RTB exposes not only adversaries, but U.S. personnel too: it revealed the **movements of individual US military special operators** in Syria and Kuwait, and at Fort Bragg and Fort Hood.\(^ {39}\)

- The U.S. Cybersecurity & Infrastructure Security Agency recommended all federal agencies to block ads to reduce the “**risk of data collection** by third parties”.\(^ {40}\)
Harms to people’s privacy

In addition to the national security risk that threatens all Americans, commercial surveillance also exposes each American to direct substantial injuries such as predation, discrimination, diminution of their personal autonomy and freedom to act, and unwarranted intrusion by Government.

- The US Department of Homeland Security and other agencies used Mobilewalla RTB data for warrant-less phone tracking.\(^41\)

- Mobilewalla used RTB data to illicitly profile the ethnicity and track the movements of Americans in protests in New York, Los Angeles, Minneapolis and Atlanta. Lawmakers asked the FTC to investigate.\(^42\)

- RTB was implicated in predatory profiling of vulnerable people, such as a suicidal gambling addict.\(^43\)

- ICCL uncovered the sale of RTB data revealing likely survivors of sexual abuse and incest.\(^44\)

- The Norwegian Consumer Council reported that the gay and trans dating app Grindr broadcasting RTB data about users\(^45\). RTB data was subsequently implicated in the outing of a gay Catholic priest through his use of Grindr.\(^46\)

- ICCL discovered in 2019 that Google’s RTB system allows companies to target 1,200 people in Ireland profiled in a “Substance abuse” category, based on a data broker profile built with RTB data. Other health condition profiles from the same data broker available via Google included “Diabetes”, “Chronic Pain”, and “Sleep Disorders”.\(^47\)

- The sale of people’s live RTB location data is now commonplace. Millions of Americans were tracked by the CDC to see if they complied with Covid Lockdowns, using RTB data from Safegraph.\(^48\)

- Many different county sheriffs departments were able to purchase people’s live location and movements from “Fog Data Science”, which gathers data from mobile apps (presumably\(^49\) using RTB). The FTC has been asked to investigate.\(^50\)
Harms to the market

Commercial surveillance harms consumer choice by imperiling publisher sustainability in four ways.

**BOT FRAUD**

- The RTB system is easily tricked by criminals to spend advertisers’ budgets on fraudulent websites, showing ads to “bots” that masquerade as human viewers.

- Even Facebook does not know whether an interaction is by a human or a bot. Facebook removed 3 billion fake accounts in the first half of 2022, and a further 6.5 billion fake accounts in 2021. For context, Facebook claims only 2.9 billion active monthly users.

- Some websites are intended never to be seen by humans. They do nothing but show ads to bots. A study commissioned by US Association of National Advertisers estimated that these websites make up 20% of the Internet.

- All estimates agree that “ad fraud” nets criminals billions of dollars every year.

---

**Chart: Billions of dollars of tracking-based fraud**

Estimates and forecasts of tracking-based fraud in digital advertising.

<table>
<thead>
<tr>
<th>Year</th>
<th>Estimate</th>
</tr>
</thead>
<tbody>
<tr>
<td>2014</td>
<td>$6.3bn</td>
</tr>
<tr>
<td>2016</td>
<td>$7.2bn to $7.6bn</td>
</tr>
<tr>
<td>2018</td>
<td>$6.5bn</td>
</tr>
<tr>
<td>2020</td>
<td>$32bn</td>
</tr>
<tr>
<td>2022</td>
<td>$100bn</td>
</tr>
<tr>
<td>2024</td>
<td>$50bn to $140bn</td>
</tr>
</tbody>
</table>

Note: ANA estimates are for US market. Juniper, CHEQ, and WFA estimates are global.
BIG TECH THEFT OF DATA FROM PUBLISHERS

- Google and Facebook both collect more data from other companies (including publishers) than they collect from their own user-facing products, according to the UK Competition & Markets Authority.\(^{55}\)

- Leakage of publishers’ audience data fuels Google & Facebook businesses at publishers’ expense. For example, Google’s terms make clear that “Google uses the information shared by [publishers] sites and apps to … personalize content and ads you see on Google … sites and apps”.\(^{56}\)

Google siphoned publisher audience data for itself

Half of Google’s ad revenue once came from helping publishers show ads on publishers’ own properties. But now nearly all (85%) of Google’s ad revenue comes from displaying ads on its own websites and apps, with the benefit of data siphoned from publishers’ websites & apps.
OPAQUE “ADTECH TAX”

- RTB enables tech firms to charge opaque fees, known in the industry as “adtech tax”. In a widely cited experiment, The Guardian bought ads on its own website. It discovered that of every £1 that it spent as an advertiser it received only 30p as the publisher. 70% disappeared into the RTB industry.\(^\text{57}\)

- $35-69bn of the $99bn invested by advertisers in video and display ads in 2021 is likely to have been siphoned off by tech companies, away from publishers.\(^\text{58}\)

See the chart for estimates.

The cost of “adtech tax” is unknown

Estimates of the percentage of advertiser spending on advertisements that does not go to the publishers who display the advertisements to their audience.\(^\text{59}\)

![Chart showing percentage of advertiser spending not going to publishers](chart.png)
AUDIENCE ARBITRAGE

- RTB arbitrages publishers’ audiences by profiling them based on their interest in the publisher’s websites & apps, and then tracking them when they leave the publisher’s properties to advertise to them cheaply when they later visit junk internet properties. From the publisher’s perspective this is a form of theft. 60

- RTB arbitrage hurts quality publishers of all sizes, including new entrants. The publisher of Recode, then a new technology news website, explained his personal experience:

  “I was seated at a dinner next to a major advertising executive. He complimented me on our new site’s quality... I asked him if that meant he’d be placing ads on our fledgling site. He said yes, he’d do that for a little while. And then, after the cookies he placed on Recode helped him to track our desirable audience around the web, his agency would begin removing the ads and placing them on cheaper sites our readers also happened to visit. In other words, our quality journalism was, to him, nothing more than a lead generator for target-rich readers, and would ultimately benefit sites that might care less about quality.” 61

- This enables a business model for junk and deprives worthy publishers of the opportunity to exclusively sell their own audience’s attention. The tech companies that run the arbitrage grab the discount.
Who benefits?

- Advertisers were promised that commercial surveillance would introduce scientific certainty and computing efficiency to their profession. This transparency and efficiency has not materialized.

- Google and Facebook colluded to advantage each other at the expense of publishers and advertisers, under their 2018 “Jedi Blue” agreement. Google and Facebook colluded to advantage each other at the expense of publishers and advertisers, under their 2018 “Jedi Blue” agreement. Irrespective of the recent finding regarding its legality, Jedi Blue reveals the extent to which the RTB system advantages tech companies at the expense of advertisers and publishers, and relies on technological opacity to mask that disadvantage and inefficiency.

- Similarly, States Attorneys Generals allege that Google’s “Project Bernanke” wrongfully netted an additional $230 million in a single year at the expense of advertisers by rigging RTB auctions on its ad exchange.

- A study of transaction data determined that surveillance-based advertising yields only a 4% premium for publishers. This estimate is likely to be incorrect because it did not factor in the cost to publishers of ad fraud and audience arbitrage.

- Many publishers including Bloomberg, The Financial Times, and The New York Times are stopping using RTB, and relying on better alternatives that do not expose people to widespread surveillance.

- Even Google now endorses the view that tracking across the Internet is not necessary for online advertising to support publishing, search, and social media.

- Commercial surveillance does not sustain publishers or serve advertisers. Nor does it sustain the open Internet. There is no countervailing benefit to publishers, advertisers, or consumers that offsets the harm to consumers.
Deception

- In February 2022, EU privacy enforcers ruled that the RTB industry\textsuperscript{70} consent pop-ups are unlawful.\textsuperscript{71} They also found that the trade body IAB Europe “was aware of risks linked to non-compliance” and “was negligent”.\textsuperscript{72}

- IAB Europe called its illegal consent pop-up system the “Transparency & Consent Framework” (TCF). It claimed the TCF gave people “control and transparency over their personal data”.\textsuperscript{73} But it did not matter what a person clicked on these consent screens: the insecurity of RTB meant that their data could still be widely shared and reused.

- This is a new form of spam. These consent popups plagued European Internet users for four years on 80\% of the internet.\textsuperscript{74}

- In 2017, a year before unleashing this wave of consent popup spam, IAB Europe’s CEO acknowledged in writing to the European Commission that RTB was legally “incompatible” with consent under the relevant law.\textsuperscript{75}

- Even so, TCF consent spam was claimed to obtain consent from 90\%+ of people after two months.\textsuperscript{76} But when Apple enabled people to decide whether they would be tracked, only 4\% of U.S. users chose to allow tracking after two months.\textsuperscript{77}

- The RTB industry has introduced variants of this same deceptive, nuisance TCF consent system across the United States.\textsuperscript{78} This is deception on a massive scale.

- The RTB industry has recently begun to pervert the term “contextual advertising” to encompass and enable continued broadcast of tracking data. In October 2022 the IAB, the tracking industry trade body, published a new definition of contextual advertising that allows for device identification.\textsuperscript{79} This reframing is deceptive and contrary to the FTC’s established definition.\textsuperscript{80}
Conclusion

- RTB demonstrates the **unfairness**, **deception**, and **serious national security hazard** of commercial surveillance.

- The Commission should take urgent and robust measures **to protect Americans**. It should **define Real-Time Bidding as an unfair and deceptive practice**.

- A **ban on surveillance advertising**, including all advertising based on a profile of a person (unless a person explicitly asks for this in a specific and limited context), should be among those measures.\(^{81}\)
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